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C o n s t r u c t i o n  M a t e r i a l  P r o c e s s o r s  A s s o c i a t i o n  

Thursday 

24th August 2023  

RSVP Monday, 21st August 2023 

I will a�end the FREE (for CMPA Members only non-members $50) WEBINAR—

Cyber Security and Data Management 

 

Company:  
__________________________________________________________________ 

Name/s:  
____________________________________________________________________ 

Phone/email :  
_______________________________________________________________ 

Ques/on for Presenter :  
_______________________________________________________________ 

The CMPA is holding this vital 1 hour webinar to inform Members on how to best 

stay ahead of the game when it comes to cyber security and data management.  

The presenter Jason Brown is the Principal Advisor on Risk and Security to the 

Board of Directors, Thales Australia and New Zealand. Before joining Thales in 

2004, Jason had 27 years experience in Commonwealth Government. He is also a 

member of ISO/IEC Joint Technical Commi�ee (JTC) Informa/on Technology and 

JTC 27 Cyber Security.  

This webinar is for owners, managers, supervisors and IT staff. 

Presenta�on 

Preven�on – ac/ons undertaken in advance. Some/mes this is referred to as 

mi/ga/on or controls. Examples include; firewalls, endpoint monitoring, access 

controls, cyber awareness training, having alterna/ve sources of electricity or 

alterna/ve communica/on systems in place. Preven/on ac/vi/es should be 

happening all the /me. 

Preparedness – making arrangements, crea/ng and tes/ng plans, training, 

educa/ng and sharing informa/on to prepare personnel should a cyber-a�ack 

eventuate. These are also ACTIONS and they are happening all the /me. 

Response – the assistance and interven/on during or immediately aDer an 

a�ack. Focus is on protec/ng lives and protec/ng business intellectual assets 

(buildings, roads, infrastructure). Usually measured in minutes or hours for cyber

-a�acks. 

Recovery – the coordinated process of suppor/ng the business, affected 

stakeholder communi/es providing digital infrastructure and restora/on of 

business opera/ons. Usually measured in weeks or months. 

 

At the end of the session par/cipants will have an understanding of the threats 

and the ac/ons required to manage cyber related risk. 

 

Please feel free to email ques�ons for the presenter with your registra�on. 

10.00am—11.00am 

 

Cyber Security and 

Data Management 

 

Via  

Webinar 

 

Microso' Teams 

will be used for the 

event. 

 

 

Once you have 

registered, 

informa�on and a 

link will be provided  

to you to join the 

event. 
 


